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COMPUTER AND COMPUTER NETWORK SAFETY AND USE POLICY

The Board of Education is committed to the effective use of technology to both enhance the quality of student learning and the efficiency of District operations. It also recognizes that safeguards have to be established to ensure that the District’s investment in both hardware and software is achieving the benefits of technology. 

1.
In compliance with the federal Children's Internet Protection Act (47 USC 254 (h) and (l)), not later than June 30, 2002 there shall be instituted for the School District's computers and computer network a technology protection measure that protects against Internet (which, as used in this policy, includes the World Wide Web) access by both adults and minors to material which is: obscene; child pornography, or; harmful to minors.


A.
The term "minors" means individuals under the age of eighteen (18) years.


B.
The term "child pornography" means any visual depiction, including any photograph, film, video, picture, or computer or computer-generated image or picture, whether made or produced by electronic, mechanical, or other means, of sexually explicit conduct, where: 1) the production of such visual depiction involves the use of a minor engaging in sexually explicit conduct; 2) such visual depiction is, or appears to be, of a minor engaging in sexually explicit conduct; 3) such visual depiction has been created, adapted, or modified to appear that an identifiable minor is engaging in sexually explicit conduct; or 4) such visual depiction is advertised, promoted, presented, described, or distributed in such a manner that conveys the impression that the material is or contains a visual depiction of a minor engaging in sexually explicit conduct.

C.
The term "materials harmful to minors" means any communication, picture, image, graphic image file, article, recording, writing, or other matter of any kind that: 1) taken as a whole and with respect to minors, appeals to a prurient interest in nudity, sex, or excretion; 2) depicts, describes, or represents, in a patently offensive way with respect to what is suitable for minors, an actual or simulated sexual act or sexual contact, actual or simulated normal or perverted sexual acts, or a lewd exhibition of the genitals; and 3) taken as a whole, lacks serious literary, artistic, political or scientific value to minors.

2.
The activities of students on School District computers and computer network shall be monitored by the teacher responsible for the class for which the computer activity is being conducted, and/or by School District personnel designated by the Superintendent of Schools.
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3.
No person shall use any School District computer, computer equipment, or School District-provided Internet connection to access sexually explicit or obscene material.

4.
When using School District computers, computer equipment or Internet connections for electronic mail, chat rooms, bulletin boards or any other form of direct electronic communication, no student shall disclose any personal information (including, but not limited to, names, addresses, telephone numbers and photographs) about other students or School District staff.  Students shall be discouraged from disclosing personal information about themselves in electronic mail, chat rooms, bulletin boards or any other form of direct electronic communication through the Internet.

 5.
School District computers, computer equipment and Internet connections shall not be used by any person to access another person's accounts, files, data or information without authorization, or for any unlawful activity.  The interference with others' accounts, files, data, or information is prohibited.

6.
The School District reserves the right to monitor and review all use of its computers, computer equipment, and computer network (including, but not limited to, Internet activity and external/internal electronic mail, files and data); no user of the School District's computers, computer equipment or computer network shall have any expectation of privacy with respect to use of the School District's computers, computer equipment or computer network.

7.
No person shall engage in any activity which is detrimental to the stability or security of the School District's computers, computer equipment or computer network, or use School District computers, computer equipment, or computer network in any way which is detrimental to the stability or security of others' computers, computer equipment or computer networks, including, but not limited to, the intentional or negligent introduction of viruses, or the vandalism or abuse of hardware or software.

8.
No person shall use the School District's computers, computer equipment or computer network in violation of copyright laws, including, but not limited to, the installing, downloading, copying or using of copyrighted software without proper authority.

9.
No person shall, in the course of using the School District's computers, computer equipment or computer network, impersonate another person or user; no person shall reveal a password of another person or user.

10.
No person shall use the School District's computers, computer equipment or computer network for commercial purposes.
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11.
Violation of this policy may result in disciplinary action, as well as restriction, suspension or termination of access to the School District's computers, computer equipment and/or computer network.  In addition, referral may be made to law enforcement authorities.

12.
This policy shall not be instituted prior to the giving of reasonable public notice and the holding of at least one (1) public hearing or meeting to address the contents of this policy.

The Superintendent shall establish administrative guidelines not only for proper acquisition of technology, but also to ensure that staff and students are making legal, appropriate and ethical use of the technology.

The Superintendent shall also ensure that both staff and students are adequately informed about disciplinary actions that will be taken if District technology is abused in any way or used in illegal, inappropriate or unethical manner. 

Child Internet Protection Act (47 USC 254(h) and (l)
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